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Housekeeping

• The session is being recorded and is a one-way broadcast, please use the Q&A function to ask 
any questions

• The slides and recording will be uploaded to the CAN workspace after there will be a link to the 
recording for non-CAN members

• The first two webinars have now been uploaded to YouTube (unlisted) and can be accessed 
here:

Webinar 1 Background and overview session: 
https://www.youtube.com/watch?v=BG6YE1h4W40
Webinar 2 Section A - managing risk: https://www.youtube.com/watch?v=2aZ6TyEkUgc

• If you experience any technical issues, please leave and re-join the call

Agenda for today

1. Overview and background session

2. Demonstration of the new user interface

3. Question and answer session

Welcome and agenda for today

https://www.youtube.com/watch?v=BG6YE1h4W40
https://www.youtube.com/watch?v=2aZ6TyEkUgc
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Webinar content

➢ Overview – what is in the Objective and which teams need to be involved in 

responding to it?

➢ Contributing outcomes – A step through B1 to B3

➢ Half Time Quiz

➢ Contributing outcomes – A step through B4 to B6

➢ Q&A session

Session 3 – Objective B – Protecting against cyber attack and data 

breaches
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What is 
happening and 
why?
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What you need to know 

• In September 2024 the DSPT will be changing to adopt the National Cyber 

Security Centre’s Cyber Assessment Framework (CAF) as its basis for cyber 

security and IG assurance.

• This change will lead to NHS Trusts, CSUs, ALBs and ICBs seeing a different 

interface when they log in, which sets out CAF-aligned requirements in terms of 

Objectives, Principles and Outcomes. 
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Staged approach for DSPT

Summer 2023

‘Staff training’ 
requirement 
changed to an 
outcome

Summer 2024

Large NHS 
organisations 
(Trusts, ALBs, 
CSUs and 
ICBs) moved to 
CAF view

Summer 2025

IT Suppliers 
and OES 
organisations 
moved to CAF 
view

Future (earliest 
Summer 2026)

Other 
organisations’ 
requirements 
derived from 
CAF

Engagement and consultation
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Useful documents

News item explaining the changes

DSPT for 24-25 in spreadsheet form

Mapping to 23-24 DSPT

FAQs from the webinar

https://www.dsptoolkit.nhs.uk/News/DSPT-Changes-in-24-25

https://www.dsptoolkit.nhs.uk/News/DSPT-Changes-in-24-25
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Objective B - Protecting 
against cyber attack and 
data breaches
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Expectations for Standards met:

Objective B - Protecting against 
cyber attack and data breaches
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Principle: B1 Policies, processes and procedures

Contributing outcome: 
B1.a Policy, process and procedure development
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Principle: B1 Policies, processes and procedures

Contributing outcome: 
B1.a Policy, process and procedure development

DSPT Mapping and Guidance
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Principle: B1 Policies, processes and procedures

Contributing outcome: 
B1.a Policy, process and procedure development

DSPT Mapping and Guidance
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Principle: B1 Policies, processes and procedures

Contributing outcome: 
B1.a Policy, process and procedure development

DSPT Supporting evidence
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Principle: B1 Policies, processes and procedures

Contributing outcome: 
B1.b Policy, process and procedure implementation

Contributing outcome: B1.b

Policy, process and procedure implementation 

You have successfully implemented your information assurance 

policies, processes and procedures and can demonstrate the 

benefits achieved.
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Principle: B1 Policies, processes and procedures

Contributing outcome: 
B1.b Policy, process and procedure implementation

DSPT Mapping and Guidance 

Contributing outcome: B1.b

Policy, process and procedure implementation 

You have successfully implemented your information assurance 

policies, processes and procedures and can demonstrate the 

benefits achieved.
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Principle: B1 Policies, processes and procedures

Contributing outcome: 
B1.b Policy, process and procedure implementation

DSPT Mapping and Guidance

Contributing outcome: B1.b

Policy, process and procedure implementation 

You have successfully implemented your information assurance 

policies, processes and procedures and can demonstrate the 

benefits achieved.
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Principle: B1 Policies, processes and procedures

Contributing outcome: 
B1.b Policy, process and procedure implementation

DSPT Supporting evidence

Contributing outcome: B1.b

Policy, process and procedure implementation 

You have successfully implemented your information assurance 

policies, processes and procedures and can demonstrate the 

benefits achieved.
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Principle: B2 Identity and access control

Contributing outcome: 
B2.a Identity verification, authentication and authorisation
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Principle: B2 Identity and access control

Contributing outcome: 
B2.a Identity verification, authentication and authorisation

DSPT Mapping and Guidance



25

Principle: B2 Identity and access control

Contributing outcome: 
B2.a Identity verification, authentication and authorisation

Supporting evidence
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Principle: B2 Identity and access control

Contributing outcome: 
B2.a Identity verification, authentication and authorisation

Interpretations
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Principle: B2 Identity and access control

Contributing outcome: 
B2.a Identity verification, authentication and authorisation

Mandatory Policy Requirement



28

Principle: B2 Identity and access control

Contributing outcome: 
B2.b Device Management
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Principle: B2 Identity and access control

Contributing outcome: 
B2.b Device Management

DSPT Mapping and Guidance
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Principle: B2 Identity and access control

Contributing outcome: 
B2.b Device Management

Supporting evidence
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Principle: B2 Identity and access control

Contributing outcome: 
B2.b Device Management

Interpretations
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Principle: B2 Identity and access control

Contributing outcome: 
B2.c Privileged user management
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Principle: B2 Identity and access control

Contributing outcome: 
B2.c Privileged user management

DSPT Mapping and Guidance
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Principle: B2 Identity and access control

Contributing outcome: 
B2.c Privileged user management

Supporting Evidence
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Principle: B2 Identity and access control

Contributing outcome: 
B2.d Identity and access management (IdAM)



36

Principle: B2 Identity and access control

Contributing outcome: 
B2.d Identity and access management (IdAM)

DSPT Mapping and Guidance
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Principle: B2 Identity and access control

Contributing outcome: 
B2.d Identity and access management (IdAM)

DSPT Mapping and Guidance
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Principle: B2 Identity and access control

Contributing outcome: 
B2.d Identity and access management (IdAM)

Supporting Evidence



39

Principle: B2 Identity and access control

Contributing outcome: 
B2.d Identity and access management (IdAM)

Interpretations
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Principle: B3 Data Security

Contributing outcome: 
B3.a Understanding data
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Principle: B3 Data Security

Contributing outcome: 
B3.a Understanding data

DSPT Mapping and Guidance
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Principle: B3 Data Security

Contributing outcome: 
B3.a Understanding data

DSPT Mapping and Guidance
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Principle: B3 Data Security

Contributing outcome: 
B3.a Understanding data

Supporting Evidence
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Principle: B3 Data Security

Contributing outcome: 
B3.a Understanding data

Interpretations 
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Principle: B3 Data Security

Contributing outcome: 
B3.b Data in transit
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Principle: B3 Data Security

Contributing outcome: 
B3.b Data in transit

DSPT Mapping and Guidance
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Principle: B3 Data Security

Contributing outcome: 
B3.b Data in transit

DSPT Mapping and Guidance
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Principle: B3 Data Security

Contributing outcome: 
B3.b Data in transit

Supporting Evidence
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Principle: B3 Data Security

Contributing outcome: 
B3.b Data in transit

Supporting Evidence
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Principle: B3 Data Security

Contributing outcome: 
B3.c Stored data
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Principle: B3 Data Security

Contributing outcome: 
B3.c Stored data

DSPT Mapping and Guidance
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Principle: B3 Data Security

Contributing outcome: 
B3.c Stored data

DSPT Mapping and Guidance
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Principle: B3 Data Security

Contributing outcome: 
B3.c Stored data

Supporting Evidence
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Principle: B3 Data Security

Contributing outcome: 
B3.d Mobile data
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Principle: B3 Data Security

Contributing outcome: 
B3.d Mobile data

DSPT Mapping and Guidance
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Principle: B3 Data Security

Contributing outcome: 
B3.d Mobile data

Supporting Evidence 
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Principle: B3 Data Security

Contributing outcome: 
B3.d Mobile data

Interpretations 
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Half time Quiz

A quick one
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Why are Partially achieved and achieved 
not available to select?

Like the option you think is correct

a) Disagreement in the team 

b) Organisation has not met the MFA policy

c) Not enough resources
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Why are Partially achieved and achieved 
not available to select?

Like the option you think is correct

a) Disagreement in the team 

b) Organisation has not met the MFA policy

c) Not enough resources
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Principle: B3 Data Security

Contributing outcome: 
B3.e Media/equipment sanitisation
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Principle: B3 Data Security

Contributing outcome: 
B3.e Media/equipment sanitisation

DSPT Mapping and Guidance
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Principle: B3 Data Security

Contributing outcome: 
B3.e Media/equipment sanitisation

Supporting Evidence
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Principle: B4 System Security

Contributing outcome: 
B4.a Secure by design
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Principle: B4 System Security

Contributing outcome: 
B4.a Secure by design

DSPT Mapping and Guidance
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Principle: B4 System Security

Contributing outcome: 
B4.a Secure by design

DSPT Mapping and Guidance
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Principle: B4 System Security

Contributing outcome: 
B4.a Secure by design

Supporting Evidence
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Principle: B4 System Security

Contributing outcome: 
B4.a Secure by design

Interpretation
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Principle: B4 System Security

Contributing outcome: 
B4.b Secure configuration
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Principle: B4 System Security

Contributing outcome: 
B4.b Secure configuration

DSPT Mapping and Guidance
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Principle: B4 System Security

Contributing outcome: 
B4.b Secure configuration

Supporting Evidence
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Principle: B4 System Security

Contributing outcome: 
B4.b Secure configuration

Interpretation
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Principle: B4 System Security

Contributing outcome: 
B4.c Secure management
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Principle: B4 System Security

Contributing outcome: 
B4.c Secure management

DSPT Mapping and Guidance
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Principle: B4 System Security

Contributing outcome: 
B4.c Secure management

DSPT Mapping and Guidance
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Principle: B4 System Security

Contributing outcome: 
B4.c Secure management

Supporting Evidence
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Principle: B4 System Security

Contributing outcome: 
B4.c Secure management

Interpretations



78

Principle: B4 System Security

Contributing outcome: 
B4.d Vulnerability management
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Principle: B4 System Security

Contributing outcome: 
B4.d Vulnerability management

DSPT Mapping and Guidance
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Principle: B4 System Security

Contributing outcome: 
B4.d Vulnerability management

DSPT Mapping and Guidance
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Principle: B4 System Security

Contributing outcome: 
B4.d Vulnerability management

Supporting Evidence
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Principle: B4 System Security

Contributing outcome: 
B4.d Vulnerability management

Interpretations



83

Principle: B4 System Security

Contributing outcome: 
B4.d Vulnerability management

Specific Data Collections
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Principle: B4 System Security

Contributing outcome: 
B4.d Vulnerability management

Specific Data Collections
Organisations must:

• follow the advice given within each high-severity cyber security alert, or 

decide at Board level (or as delegated) not to do so 

• report their implementation and decisions by using the ‘Respond to an 

NHS cyber alert’ service provided by NHS England, within 14 days of 

issue of each alert

Your response should cover 'high severity' cyber alerts issued over the 

last 12 months.
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Principle: B5 Resilient networks and systems

Contributing outcome: 
B5.a Resilience preparation
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Principle: B5 Resilient networks and systems

Contributing outcome: 
B5.a Resilience preparation

DSPT Mapping and Guidance
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Principle: B5 Resilient networks and systems

Contributing outcome: 
B5.a Resilience preparation

Supporting Evidence



88

Principle: B5 Resilient networks and systems

Contributing outcome: 
B5.b Design for resilience
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Principle: B5 Resilient networks and systems

Contributing outcome: 
B5.b Design for resilience

DSPT Mapping and Guidance
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Principle: B5 Resilient networks and systems

Contributing outcome: 
B5.b Design for resilience

Supporting Evidence
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Principle: B5 Resilient networks and systems

Contributing outcome: 
B5.c Backups
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Principle: B5 Resilient networks and systems

Contributing outcome: 
B5.c Backups

DSPT Mapping and Guidance
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Principle: B5 Resilient networks and systems

Contributing outcome: 
B5.c Backups

DSPT Mapping and Guidance
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Principle: B5 Resilient networks and systems

Contributing outcome: 
B5.c Backups

Supporting Evidence
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Principle: B5 Resilient networks and systems

Contributing outcome: 
B5.c Backups

Interpretations
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Principle: B6 Staff awareness and training

Contributing outcome: 
B6.a Culture
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Principle: B6 Staff awareness and training

Contributing outcome: 
B6.a Culture

DSPT Mapping and Guidance
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Principle: B6 Staff awareness and training

Contributing outcome: 
B6.a Culture

DSPT Mapping and Guidance
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Principle: B6 Staff awareness and training

Contributing outcome: 
B6.a Culture

Supporting Evidence
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Principle: B6 Staff awareness and training

Contributing outcome: 
B6.a Culture

Interpretations
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Principle: B6 Staff awareness and training

Contributing outcome: 
B6.b Training



102

Principle: B6 Staff awareness and training

Contributing outcome: 
B6.b Training

DSPT Mapping and Guidance
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Principle: B6 Staff awareness and training

Contributing outcome: 
B6.b Training

DSPT Mapping and Guidance
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Principle: B6 Staff awareness and training

Contributing outcome: 
B6.b Training

Supporting Evidence
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Principle: B6 Staff awareness and training

Contributing outcome: 
B6.b Training

Interpretations



106

Planning for DSPT in 
24-25
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Completing the DSPT 24-25 – Initial Review

Scoping Exercise

• Based on essential function

• For nearly all NHS organisations this 

will be the full organisation

• Should include all information, 

systems and networks which support 

essential function

• Are there any parts of your 

organisation which do not support the 

delivery of the essential function?

• If there are, these can be deemed out 

of scope of the DSPT assessment  

• Specific guidance available

Allocate Ownership

• Review the outcome and decide 

who is best to own the outcomes.

• This may change once you get into 

the detail of the Indicators of good 

practice

• Some of them are clear, others will 

need a team effort 

Initial Assessment

• Owners review indicators of good 

practice

• Make an initial assessment of 

where, based on existing practices 

your organisation sits on the 

achievement levels

• You must be able to meet all of the 

indicators of good practice unless 

you can justify that you have 

achieved the outcome by different 

means.

• Guidance available for each 

outcome
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Completing the DSPT 24-25 – Planning to deliver

Review against Profile

• Profile sets out expectations to 

achieve Standards met

• Compare organisations position to the 

profile

• Speak to wider team and peer review 

responses if appropriate

• Take this down to Indicators of Good 

Practice level within the outcomes

• For each outcome you will have a 

plan to reach the achievement level 

(i.e. Partially achieved/Achieved)

• This should be down to Indicators of 

good practice level.

• This may take some time during the 

year.

Gap Analysis

• Produce a gap analysis of where 

you are against the expected 

achievement level to be Standards 

met

• Produce this as a report to share 

internally to show readiness for 

DSPT 24-25.

Work off plan
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Demonstration
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Question and 
answer session
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Date and time Topics to be covered

Wednesday 31st July 10:00 – 11:30 Objective E – Using and sharing information appropriately and 

update on DSPT audits

Thursday 8th August 14:00 – 15:30 Objective D – Minimising the impact of incidents

Wednesday 14th August 14:00 – 15:30 Objective C – Detecting cyber security events

Next Webinars

Please use the link below to register for the webinar series: 

CAF-aligned DSPT 2024-25 webinar series | NHS England Events

You can ask any questions in advance of the webinar using this form.

If you are interested 

https://www.events.england.nhs.uk/events/caf-aligned-dspt-2024-25-webinar-series
https://forms.office.com/pages/responsepage.aspx?id=slTDN7CF9UeyIge0jXdO4-uptrVomCxCjZA2QoicZ2hUNVdCQUNKTklYN1QzME81RkgyU1FDNUNNVS4u
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Thank You

        @nhsengland

        company/nhsengland

 england.nhs.uk

End slide


	Introduction
	Slide 1: Data Security and Protection Toolkit 2024-25
	Slide 2: Welcome and agenda for today
	Slide 3: Webinar content

	CAF
	Slide 4: What is happening and why?
	Slide 5: What you need to know 
	Slide 6: Staged approach for DSPT
	Slide 7: Useful documents

	Implementation
	Slide 13: Objective B - Protecting against cyber attack and data breaches
	Slide 14
	Slide 15: Principle: B1 Policies, processes and procedures  Contributing outcome:  B1.a Policy, process and procedure development
	Slide 16
	Slide 17
	Slide 18
	Slide 19: Principle: B1 Policies, processes and procedures  Contributing outcome:  B1.b Policy, process and procedure implementation
	Slide 20: Principle: B1 Policies, processes and procedures  Contributing outcome:  B1.b Policy, process and procedure implementation  DSPT Mapping and Guidance 
	Slide 21: Principle: B1 Policies, processes and procedures  Contributing outcome:  B1.b Policy, process and procedure implementation  DSPT Mapping and Guidance
	Slide 22: Principle: B1 Policies, processes and procedures  Contributing outcome:  B1.b Policy, process and procedure implementation  DSPT Supporting evidence
	Slide 23: Principle: B2 Identity and access control  Contributing outcome:  B2.a Identity verification, authentication and authorisation
	Slide 24: Principle: B2 Identity and access control  Contributing outcome:  B2.a Identity verification, authentication and authorisation  DSPT Mapping and Guidance
	Slide 25: Principle: B2 Identity and access control  Contributing outcome:  B2.a Identity verification, authentication and authorisation  Supporting evidence 
	Slide 26: Principle: B2 Identity and access control  Contributing outcome:  B2.a Identity verification, authentication and authorisation  Interpretations
	Slide 27: Principle: B2 Identity and access control  Contributing outcome:  B2.a Identity verification, authentication and authorisation  Mandatory Policy Requirement
	Slide 28: Principle: B2 Identity and access control  Contributing outcome:  B2.b Device Management
	Slide 29: Principle: B2 Identity and access control  Contributing outcome:  B2.b Device Management  DSPT Mapping and Guidance
	Slide 30: Principle: B2 Identity and access control  Contributing outcome:  B2.b Device Management  Supporting evidence
	Slide 31: Principle: B2 Identity and access control  Contributing outcome:  B2.b Device Management  Interpretations
	Slide 32: Principle: B2 Identity and access control  Contributing outcome:  B2.c Privileged user management
	Slide 33: Principle: B2 Identity and access control  Contributing outcome:  B2.c Privileged user management  DSPT Mapping and Guidance
	Slide 34: Principle: B2 Identity and access control  Contributing outcome:  B2.c Privileged user management  Supporting Evidence
	Slide 35: Principle: B2 Identity and access control  Contributing outcome:  B2.d Identity and access management (IdAM)
	Slide 36: Principle: B2 Identity and access control  Contributing outcome:  B2.d Identity and access management (IdAM)  DSPT Mapping and Guidance
	Slide 37: Principle: B2 Identity and access control  Contributing outcome:  B2.d Identity and access management (IdAM)  DSPT Mapping and Guidance
	Slide 38: Principle: B2 Identity and access control  Contributing outcome:  B2.d Identity and access management (IdAM)  Supporting Evidence
	Slide 39: Principle: B2 Identity and access control  Contributing outcome:  B2.d Identity and access management (IdAM)  Interpretations
	Slide 40: Principle: B3 Data Security  Contributing outcome:  B3.a Understanding data
	Slide 41: Principle: B3 Data Security  Contributing outcome:  B3.a Understanding data  DSPT Mapping and Guidance
	Slide 42: Principle: B3 Data Security  Contributing outcome:  B3.a Understanding data  DSPT Mapping and Guidance
	Slide 43: Principle: B3 Data Security  Contributing outcome:  B3.a Understanding data  Supporting Evidence
	Slide 44: Principle: B3 Data Security  Contributing outcome:  B3.a Understanding data  Interpretations 
	Slide 45: Principle: B3 Data Security  Contributing outcome:  B3.b Data in transit
	Slide 46: Principle: B3 Data Security  Contributing outcome:  B3.b Data in transit  DSPT Mapping and Guidance
	Slide 47: Principle: B3 Data Security  Contributing outcome:  B3.b Data in transit  DSPT Mapping and Guidance
	Slide 48: Principle: B3 Data Security  Contributing outcome:  B3.b Data in transit  Supporting Evidence
	Slide 49: Principle: B3 Data Security  Contributing outcome:  B3.b Data in transit  Supporting Evidence
	Slide 50: Principle: B3 Data Security  Contributing outcome:  B3.c Stored data
	Slide 51: Principle: B3 Data Security  Contributing outcome:  B3.c Stored data  DSPT Mapping and Guidance
	Slide 52: Principle: B3 Data Security  Contributing outcome:  B3.c Stored data  DSPT Mapping and Guidance
	Slide 53: Principle: B3 Data Security  Contributing outcome:  B3.c Stored data  Supporting Evidence
	Slide 54: Principle: B3 Data Security  Contributing outcome:  B3.d Mobile data
	Slide 55: Principle: B3 Data Security  Contributing outcome:  B3.d Mobile data  DSPT Mapping and Guidance
	Slide 56: Principle: B3 Data Security  Contributing outcome:  B3.d Mobile data  Supporting Evidence 
	Slide 57: Principle: B3 Data Security  Contributing outcome:  B3.d Mobile data  Interpretations 
	Slide 58: Half time Quiz
	Slide 59: Why are Partially achieved and achieved  not available to select?  Like the option you think is correct  a) Disagreement in the team   b) Organisation has not met the MFA policy  c) Not enough resources
	Slide 60: Why are Partially achieved and achieved  not available to select?  Like the option you think is correct  a) Disagreement in the team   b) Organisation has not met the MFA policy  c) Not enough resources
	Slide 61: Principle: B3 Data Security  Contributing outcome:  B3.e Media/equipment sanitisation
	Slide 62: Principle: B3 Data Security  Contributing outcome:  B3.e Media/equipment sanitisation  DSPT Mapping and Guidance
	Slide 63: Principle: B3 Data Security  Contributing outcome:  B3.e Media/equipment sanitisation  Supporting Evidence
	Slide 64: Principle: B4 System Security  Contributing outcome:  B4.a Secure by design
	Slide 65: Principle: B4 System Security  Contributing outcome:  B4.a Secure by design  DSPT Mapping and Guidance
	Slide 66: Principle: B4 System Security  Contributing outcome:  B4.a Secure by design  DSPT Mapping and Guidance
	Slide 67: Principle: B4 System Security  Contributing outcome:  B4.a Secure by design  Supporting Evidence
	Slide 68: Principle: B4 System Security  Contributing outcome:  B4.a Secure by design  Interpretation
	Slide 69: Principle: B4 System Security  Contributing outcome:  B4.b Secure configuration
	Slide 70: Principle: B4 System Security  Contributing outcome:  B4.b Secure configuration  DSPT Mapping and Guidance
	Slide 71: Principle: B4 System Security  Contributing outcome:  B4.b Secure configuration  Supporting Evidence
	Slide 72: Principle: B4 System Security  Contributing outcome:  B4.b Secure configuration  Interpretation
	Slide 73: Principle: B4 System Security  Contributing outcome:  B4.c Secure management
	Slide 74: Principle: B4 System Security  Contributing outcome:  B4.c Secure management  DSPT Mapping and Guidance
	Slide 75: Principle: B4 System Security  Contributing outcome:  B4.c Secure management  DSPT Mapping and Guidance
	Slide 76: Principle: B4 System Security  Contributing outcome:  B4.c Secure management  Supporting Evidence
	Slide 77: Principle: B4 System Security  Contributing outcome:  B4.c Secure management  Interpretations
	Slide 78: Principle: B4 System Security  Contributing outcome:  B4.d Vulnerability management
	Slide 79: Principle: B4 System Security  Contributing outcome:  B4.d Vulnerability management  DSPT Mapping and Guidance
	Slide 80: Principle: B4 System Security  Contributing outcome:  B4.d Vulnerability management  DSPT Mapping and Guidance
	Slide 81: Principle: B4 System Security  Contributing outcome:  B4.d Vulnerability management  Supporting Evidence
	Slide 82: Principle: B4 System Security  Contributing outcome:  B4.d Vulnerability management  Interpretations
	Slide 83: Principle: B4 System Security  Contributing outcome:  B4.d Vulnerability management  Specific Data Collections
	Slide 84: Principle: B4 System Security  Contributing outcome:  B4.d Vulnerability management  Specific Data Collections
	Slide 85: Principle: B5 Resilient networks and systems  Contributing outcome:  B5.a Resilience preparation
	Slide 86: Principle: B5 Resilient networks and systems  Contributing outcome:  B5.a Resilience preparation  DSPT Mapping and Guidance
	Slide 87: Principle: B5 Resilient networks and systems  Contributing outcome:  B5.a Resilience preparation  Supporting Evidence
	Slide 88: Principle: B5 Resilient networks and systems  Contributing outcome:  B5.b Design for resilience
	Slide 89: Principle: B5 Resilient networks and systems  Contributing outcome:  B5.b Design for resilience  DSPT Mapping and Guidance
	Slide 90: Principle: B5 Resilient networks and systems  Contributing outcome:  B5.b Design for resilience  Supporting Evidence
	Slide 91: Principle: B5 Resilient networks and systems  Contributing outcome:  B5.c Backups
	Slide 92: Principle: B5 Resilient networks and systems  Contributing outcome:  B5.c Backups  DSPT Mapping and Guidance
	Slide 93: Principle: B5 Resilient networks and systems  Contributing outcome:  B5.c Backups  DSPT Mapping and Guidance
	Slide 94: Principle: B5 Resilient networks and systems  Contributing outcome:  B5.c Backups  Supporting Evidence
	Slide 95: Principle: B5 Resilient networks and systems  Contributing outcome:  B5.c Backups  Interpretations
	Slide 96: Principle: B6 Staff awareness and training  Contributing outcome:  B6.a Culture
	Slide 97: Principle: B6 Staff awareness and training  Contributing outcome:  B6.a Culture  DSPT Mapping and Guidance
	Slide 98: Principle: B6 Staff awareness and training  Contributing outcome:  B6.a Culture  DSPT Mapping and Guidance
	Slide 99: Principle: B6 Staff awareness and training  Contributing outcome:  B6.a Culture  Supporting Evidence
	Slide 100: Principle: B6 Staff awareness and training  Contributing outcome:  B6.a Culture  Interpretations
	Slide 101: Principle: B6 Staff awareness and training  Contributing outcome:  B6.b Training
	Slide 102: Principle: B6 Staff awareness and training  Contributing outcome:  B6.b Training  DSPT Mapping and Guidance
	Slide 103: Principle: B6 Staff awareness and training  Contributing outcome:  B6.b Training  DSPT Mapping and Guidance
	Slide 104: Principle: B6 Staff awareness and training  Contributing outcome:  B6.b Training  Supporting Evidence
	Slide 105: Principle: B6 Staff awareness and training  Contributing outcome:  B6.b Training  Interpretations
	Slide 106: Planning for DSPT in 24-25
	Slide 107
	Slide 108
	Slide 114
	Slide 115
	Slide 116: Next Webinars
	Slide 117: End slide


